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Effective Safeguarding Starts with Safer Recruitment

Sentry
For Safer Recruitment
Sentry is a safeguarding software tool that 
effectively manages your safer recruitment 
process and acts as your Single Central Record.  
It enables practitioners to easily record all 
recruitment checks that are required by the 
statutory guidance and to closely track every 
step of that process. The system has been 
designed to guide you through the recruitment 
process, to monitor the progress of outstanding 
checks and to ensure compliance with the 
relevant legislation. 

Sentry will ensure that your recruitment 
processes are robust and acts as a critical first 
line of defence against those individuals who 
may present significant risks to children and 
young people. 

To book a demo visit: www.myconcern.co.uk/sentry

The guidance on Safer Recruitment and the management of the 
Single Central Record is very detailed and can be very complex to 
follow. Practitioners find it challenging to keep up to date with the 
guidance and managing these critical safeguarding processes on 
paper is no longer efficient or effective.  
 
Sentry for Safer Recruitment provides an easy to follow workflow for 
all of the critical recruitment checks that schools need to complete 
before appointing someone as a member of staff, volunteer or 
school governor. The system has been designed to support and 
guide users through each of the recruitment steps and leaves 
nothing to chance; effectively users become ‘unconsciously 
competent’ by simply following the Sentry workflow.  
 
This approach is under-pinned by our comprehensive safeguarding 
knowledge and expertise ensuring that the system has been 
designed to put the protection of children and young people first. 



Key Features of Sentry
Sentry guides your organisation through its Safer Recruitment process and 
enables peace of mind that your practices are compliant.

Information Security
Sentry is hosted within the same UK-based data centres as MyConcern and benefits 
from the very high levels of security that we apply to all of our systems and
processes.

Our information security and GDPR Compliance statements detail our information 
security and data protection arrangements.

These are available at:
www.myconcern.co.uk/information-security-myconcern

Quick reference dashboards to easily monitor status and outstanding 
SCR recruitment checks 
Automated workflows throughout the system to ensure no critical steps 
are missed 
Provides users with up-to-date guidance and advice on relevant
guidance and best practice 

GDPR compliant
Registered with the Information Commissioner’s Office
Complies with the Data Protection Act
Cyber Essential Plus accredited
ISO27001 certified
Two-Factor Authentication enabled

Benefits of using Sentry for Safer Recruitment

Step by step guided workflows through the safer 
recruitment process and the monitoring of recruitment 
checks for all staff 

Minimises risk and facilitates joined up safeguarding, 
whilst fully complying with Government guidance and 
legislation (including KCSIE 2020 and Keeping Learners
Safe In Education) 

Saves significant time and makes the safer
recruitment process more robust  

ISO 9001 ISO 27001GDPR



www.myconcern.co.uk/sentry

+44 (0) 330 660 0757

info@myconcern.co.uk

To book a demo visit:
www.myconcern.co.uk/sentry

Custom Roles
Create customisable 

personnel roles within 
your establishment that 

are tailored to your needs 
and define any checks 

or evidence required for 
these roles on a case-by-

case basis.

Custom Checks
Create your own 

customised checks that 
your establishment 

require for both standard 
personnel roles and 

customised personnel 
roles.

Expiry Dates
Specify when a customised 

check can expire and be 
notified when they are 

due to expire. View expired 
checks and those that are 
due to expire within the 
next 30, 60 or 90 days.

FAQs
Is my data secure in Sentry?

Yes. Data is stored securely in resilient 
DfE approved data centres in the UK. 
We are ISO 27001 Information Security 
Management certified and Cyber 
Essentials Plus accredited. Sentry uses 
two factor authentication and secure 
encrypted data transmission using SSL/
TLS. We are GDPR ready, DfE Cloud 
Services compliant and registered with 
the UK Information Commissioner.

How do I upload my existing SCR 
data?

A feature is available within Sentry to 
enable data relating to individual’s 
profiles to be uploaded via an import file. 
We do not currently provide functionality 
to allow other SCR related data to be 
uploaded.  As part of the on-boarding 
process, One Team Logic will work closely 
with customers to provide help and 
support in the formatting of their existing 
SCR data for upload into Sentry.

“This innovative tool will ensure that 
not only are you compliant with the 
statutory guidance but you are also 

much more efficient as well!”

- Luke Ramsden, Safeguarding Lead and Deputy 
Headteacher for St Benedict’s School, Ealing


